Georgia State University Policy

7.10.05 Gramm-Leach-Bliley Act and the FTC Safeguards Rule: Georgia State University Information Security Plan

Policy Summary

Every University department that handles or maintains customer information is responsible for identifying the type of information, the form of the information and the security risks within their department and taking appropriate measures to mitigate those risks.

Full Policy Text

For information on this policy, please see: http://www.usg.edu/information_technology_handbook/

Administration of Policy

Mandating Authority:
Administrative Council

Responsible Office(s):
Information Systems and Technology, 13th floor, Commerce Building, 3-4357

Responsible Executive(s):

Policy History

Approving Body: Administrative Council

Additional Information

Policy originally approved by Administrative Council May 2003

Additional Helpful Resources
Cyber Security Charter:

http://policies.oie.gsu.edu/policy-sources/