Policy Summary

Information security incidents occurring on the university network or attached devices will be managed centrally by the University Information Security Officer (ISO) and will include other campus resources as determined by the ISO.

Full Policy Text

For information on this policy, please see: http://www.usg.edu/information_technology_handbook/

Administration of Policy

Mandating Authority:
Administrative Council

Responsible Office(s):
Information Systems and Technology, 13th floor, Commerce Building, 3-4357

Responsible Executive(s):

Policy History

Approving Body: Administrative Council

Rationale or Purpose

Centralized notification and control of security incident investigation is necessary to ensure that immediate attention and appropriate resources are utilized to control, eliminate and determine the root cause of events that could potentially disrupt the operation of the university or the compromise of university data or sensitive information.

Additional Information

Originally approved and made effective March 8, 2006 by Administrative Council

Additional Helpful Resources